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Administration
● Integrated session assignment: due before 

class this Thursday
● VM for the assignment after that, on face 

detection



Small mention of interesting things

● Bodyguard FLARE home security camera (link. 
Also, among the funniest videos I’ve seen)

● A depolarized monitor matched to polarizing 
glasses (link) 

https://www.buddyguard.io/
https://www.youtube.com/watch?v=1z71su02dlo
file:///home/dsidi/Documents/Videos/Amazing%20Secret%20Monitor!%20(How%20To)-zL_HAmWQTgA.mp4




All this for 10% decrement in performance?
https://link.springer.com/chapter/10.1007/978-3-319-41501-7_38



Question: is this about unobservability, unlinkability, or anonymity?





Wilbur et al., 
“Can we still 
avoid automatic 
face detection?” 



Tricking state of the
art face detection



Disguised Face Identification

Published at ICCVW 2017



Disguised Face Identification

Published at ICCVW 2017 

55% accuracy on easier dataset



Simple Obfuscation



● “If privacy both as impossible-to-observe and 
impossible-to-identify is dead, then what might be an 
alternative? If you’re an optimist or an apparatchik, 
your answer will tend toward rules of procedure 
administered by a government you trust or control. If 
you’re a pessimist or a hacker/maker, your answer 
will tend toward the operational, and your definition 
of a state of privacy will be mine: the effective 
capacity to misrepresent yourself.” 

Geer, ‘Identity as Privacy’








